
Accelerate your mission 
with industry-leading 
security of Appian 
Government Cloud at IL5. 
Build, deploy, and manage 
your complex workflows 
with confidence through 
the power of low-code.

Secures the Appian 
Low-Code Platform

Reduces Mission Owner 
responsibilities

Accelerates delivery timelines

Appian Government Cloud: 
Impact Level 5 (IL5) Compliance 
for Low-Code Applications
Appian Government Cloud (AGC) is a cloud service offering with a DISA 
Provisional Authorization (PA) at IL5. Department of Defense Mission 
Owners can leverage the AGC PA to reduce their security responsibilities 
and accelerate their Authority to Operate (ATO) for cloud applications. 
Applications deployed on AGC are built using the Appian Low-Code Platform.

Build and implement applications faster with AGC.

AGC employs a shared responsibility model with Mission Owners. The 
Mission Owner responsibilities include connecting their AGC instance to 
the DoD network and employing an identity management solution. Appian 
manages the rest of the AGC infrastructure. The managed services that 
keep your applications secure include the following:

Event management 
incident response

Disaster recovery

SLA management Patch management

Log aggregation Database instance management

Boundary management
Application performance 

monitoring services

Infrastructure provisioning Web management

Monitoring and notification
Enhanced log 

aggregation and analysis

Operating system 
patch management

Backup and restoration

Anti-malware management
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Appian is the unified platform for 

change. We accelerate customers’ 

businesses by discovering, designing, 

and automating their most important 

processes. The Appian Low-

Code Platform combines the key 

capabilities needed to get work done 

faster, Process Mining + Workflow 

+ Automation, in a unified low-code 

platform. Appian is open, enterprise-

grade, and trusted by industry 

leaders. For more information, 

visit appian.com/government.
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Path to production.

Mission Owners should work with Appian and their agency Authorizing 
Official to complete the following and receive an ATO.

•	 Assess and implement security controls. Mission Owners can leverage 
the AGC PA to accelerate this process.

•	 Secure a Cloud Access Point (CAP) connection and cyber security 
services through a certified Cyber Security Service Provider (CSSP).

•	 Develop applications using the power of the Appian Low-Code Platform.

•	 Connect to the DoD Information Network via a secure CAP connection 
to go live into production after being granted an ATO.

The CAP connection and CSSP have the longest lead times of any Mission 
Owner responsibility and can be addressed in parallel to security controls. 
Appian Customer Success can offer expertise in these processes and can 
lead application development.

Learn more about how AGC can bring low-code to your secure 
domain or email info@appian.com.
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The AGC PA reduces the number of 
security controls for Mission Owners 
and can accelerate go-lives by months.

Implement
controls
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